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RESUMO

O artigo examina o tratamento juridico dos dados e sistemas biométricos no Projeto de Lei n°
2.338/2023 (marco brasileiro de inteligéncia artificial) a luz dos pardmetros do Regulamento (UE)
2024/1689 (Al Act). Parte-se da constatacdo de que a biometria, embora enquadrada como dado
pessoal sensivel pela LGPD, vem sendo amplamente utilizada no Brasil em servigos publicos e
privados, especialmente em infraestrutura estatal de identificacdo (por exemplo, bancos civis e
sistemas como AFIS/ABIS) e em aplicacbes de reconhecimento facial em espacos pablicos, cenario
que tem gerado controvérsias por erros, vieses e impactos discriminat6rios. A pesquisa, de carater
qualitativo e documental, descreve conceitos operacionais (identificacdo biométrica,
verificacdo/autenticacdo, identificacdo biométrica remota, reconhecimento de emocles e
categorizacdo biométrica), apresenta as principais escolhas regulatérias do Al Act (regulagdo por risco,
praticas proibidas, requisitos para sistemas de alto risco e salvaguardas para identificacdo biométrica
remota em tempo real) e, em seguida, analisa o PL 2338/2023, com foco na vedacdo, como regra, da
identificacdo biométrica a distancia em tempo real em espacos acessiveis ao publico, nas hipdteses de
excecdao e nas obrigacdes de governanca, transparéncia e avaliagdo de impacto algoritmico para usos
no setor publico. O cotejo revela convergéncia estrutural entre os modelos (proibicdo com excecdes
tipificadas e regime reforcado para alto risco), mas também aponta lacunas e oportunidades de
aprimoramento no projeto brasileiro: detalhamento de salvaguardas e supervisdo externa para
excecoes, trilhas de auditoria e deveres claros de descarte; proibicdo expressa de formagao/expansao
de bases faciais por raspagem nédo direcionada; disciplina mais densa para identificacdo biométrica
remota “posterior” (ex post); e limites especificos para categorizagdo biométrica e para
reconhecimento de emogdes em contextos assimétricos, como trabalho e educagdo. Conclui-se que 0s
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parametros europeus oferecem referéncias concretas para fortalecer a protecdo de direitos
fundamentais e a responsabiliza¢cdo no uso de biometria mediado por IA no Brasil.

Palavras-chave: Dados Biométricos. Identificacio Biométrica Remota. Reconhecimento Facial. PL
2338/2023. AT Act. Regulacdo por Risco.

ABSTRACT

This article analyzes how biometric data and biometric systems are regulated in Brazil's Bill of Law No.
2,338/2023 (the proposed Brazilian Al framework) in light of the standards set by Regulation (EU)
2024/1689 (the Al Act). It starts from the premise that biometrics, although classified as sensitive personal
data under the LGPD, has expanded rapidly in Brazil across public and private settings, notably through
state identification infrastructures and facial recognition deployments in publicly accessible spaces. Such
uses have fueled controversy due to error rates, bias, and discriminatory impacts. Using a qualitative,
documentary approach, the study outlines core operational concepts (biometric identification,
verification/authentication, remote biometric identification, emotion recognition, and biometric
categorization), summarizes the Al Act's risk-based architecture (prohibited practices, high-risk
requirements, and safeguards for real-time remote biometric identification), and then examines the bill's
main biometric provisions. The comparison shows a shared regulatory backbone: a general ban on real-time
remote biometric identification in publicly accessible spaces with narrowly defined exceptions, coupled with
stronger governance, transparency, and impact-assessment duties for high-risk uses. At the same time, the
article identifies gaps and improvement paths for the Brazilian bill inspired by the Al Act, including: more
granular procedural safeguards and independent oversight for exceptions; audit trails and clear deletion
duties; an explicit prohibition on building or expanding facial databases through untargeted scraping; a
clearer framework for 'post' remote biometric identification (ex post searches); and more specific limits on
biometric categorization and emotion recognition in asymmetric environments such as workplaces and
educational institutions. The article concludes that the EU framework offers actionable parameters to
strengthen fundamental-rights protection and accountability in biometric Al deployments in Brazil.

Keywords: Biometric Data. Remote Biometric Identification. Facial Recognition. Bill 2,338/2023. EU Al
Act. Risk-Based Regulation.

RESUMEN

El articulo analiza el tratamiento normativo de los datosy sistemas biométricos en el Proyecto de Ley
n° 2.338/2023 (marco brasilefio de inteligencia artificial) a partir de los pardmetros del Reglamento
(UE) 2024/1689 (Al Act). Se parte de que la biometria, aunque es dato personal sensible en la LGPD,
se ha expandido en Brasil en ambitos publicos y privados, en especial en infraestructuras estatales de
identificacién y en el reconocimiento facial en espacios de acceso publico, con controversias por
errores, sesgos e impactos discriminatorios. Con metodologia cualitativa y documental, el estudio
delimita conceptos operativos (identificacion biométrica, verificacion/autenticacion, identificacion
biométrica remota, reconocimiento de emociones y categorizacion biométrica), sintetiza el enfoque de
regulacion por riesgo del Al Act (practicas prohibidas, obligaciones para sistemas de alto riesgo y
salvaguardas para la identificacién remota en tiempo real) y contrasta esas categorias con la disciplina
propuesta en el PL 2.338/2023. La comparacion muestra convergencias: prohibicion general de la
identificacién biométrica remota en tiempo real en espacios accesibles al publico con excepciones
tipificadas y deberes reforzados de gobernanza y transparencia. Asimismo, identifica mejoras posibles
inspiradas en el Al Act: mayor detalle de salvaguardas y supervision independiente para las
excepciones (trazabilidad y deberes de eliminacién), prohibicién expresa del raspado no dirigido para
crear o ampliar bases faciales, tratamiento claro de la identificacion remota “posterior” (ex post) y
limites especificos para categorizacion biométrica y reconocimiento de emociones en contextos
asimétricos como trabajo y educacion.

Palabras clave: Datos Biométricos. Identificacion Biométrica Remota. Reconocimiento Facial. PL
2338/2023. Ley de IA. Regulacion por Riesgo.
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1 INTRODUCAO

A expansdo do uso de dados biométricos e de sistemas biométricos no Brasil aparece em
registros institucionais e na literatura como fendmeno associado a identificacdo e verificagdo de
identidade em contextos publicos e privados, com aplicagdes em seguranca publica, controle de acesso
a servigos e transagoes digitais.

Essa dinamica insere a biometria em arranjos técnicos que dependem de coleta, armazenamento
e comparacdo automatizada de caracteristicas fisicas, fisiologicas ou comportamentais, o que amplia
o papel de infraestruturas de dados e de mecanismos decisorios baseados em modelos computacionais.

No campo juridico brasileiro, dados biométricos figuram como dados pessoais sensiveis na Lei
Geral de Protecao de Dados (LGPD), o que condiciona seu tratamento a hipoteses legais especificas e
a deveres de observancia de principios como finalidade, necessidade e transparéncia.

Entretanto, nesse contexto héa controvérsias publicas sobre usos de vigilancia biométrica e com
registros de erros, vieses e contestagdo social, em especial em aplicacdes de reconhecimento facial em
espacos publicos e em praticas privadas de exposi¢ao de imagens de suspeitos.

Recentemente, a Unido Europeia aprovou o Regulamento (UE) 2024/1689, conhecido como
ATl Act, que estrutura um regime de regulacao por risco para sistemas de inteligéncia artificial e inclui
disciplina especifica para usos biométricos, com proibigdes, categorias operacionais € requisitos
procedimentais, especialmente para identificagdo biométrica remota em tempo real em espagos
publicamente acessiveis.

J& no Brasil, a discussdo sobre um marco de inteligéncia artificial se consolidou no Projeto de
Lei n°® 2338/2023 (PL 2338), que propde regime de classificagdo de risco, deveres de governanca e
instrumentos como avaliagdo de impacto algoritmico, além de trazer definicdes operacionais de
identificacdo biométrica e autenticagdo biométrica e disciplina especifica para identificacdo biométrica
a distdncia em tempo real em espagos acessiveis ao publico, com regra de vedagdo e hipdteses de
excecao.

Este artigo analisa o tratamento normativo da biometria no PL n°® 2338/2023 a partir dos
parametros do Al Act, com foco em identificacdo biométrica remota, autenticacao, reconhecimento de
emocdes e outros usos biométricos que envolvem vigilancia, categorizagdo e tomada de decisdo
mediada por sistemas de [A. A investigagdo adota abordagem qualitativa e documental, com exame
comparado de dispositivos do PL e do AT Act, além de leitura de materiais institucionais e de literatura
utilizada para contextualizar usos e controvérsia.

A partir desse recorte, o texto busca identificar convergéncias e lacunas regulatdrias na
disciplina de biometria, com especial aten¢ao a salvaguardas procedimentais, deveres de transparéncia
e mecanismos de responsabilizacdo associados ao uso de sistemas biométricos em contextos publicos

e privados.
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A estrutura do artigo parte de uma contextualizagdo conceitual sobre biometria e sistemas
biométricos e de seus usos no Brasil, incluindo parimetros normativos nacionais € controversias
recentes, € em seguida descreve os elementos centrais do Al Act sobre biometria. Na sequéncia,
examina o PL n°® 2338/2023 com foco em seus dispositivos biométricos e realiza a comparagdo entre
os regimes, para formular sintese das convergéncias e das perspectivas normativas que emergem do
cotejo entre as duas matrizes regulatorias e, entdo, demonstrar as perspectivas do Al Actpara o direito

brasileiro.

2 BIOMETRIA E INTELIGENCIA ARTIFICIAL

No contexto da identificagdo humana, a biometria pode ser compreendida como um conjunto
de técnicas que estabelece a identidade de uma pessoa a partir de atributos fisicos e comportamentais,
com emprego de métodos estatisticos, biologicos e tecnoldgicos e com base na captura de dados
pessoais.

Os dados biométricos, por sua vez, sao os dados pessoais resultantes de tratamento técnico
especifico relativo a caracteristicas fisicas, fisiolégicas ou comportamentais, capazes de permitir ou
confirmar a identificagdo uUnica do titular, com exemplos como imagens faciais e dados
dactiloscopicos, que pode servir a autenticagdo, identificagdo ou classificagio de pessoas, com
emprego tanto por empresas quanto por governos (Silva, 2023).

Nesse sentido, parte da literatura diferencia biometria como campo técnico e dado biométrico
como produto de um processamento técnico sobre uma caracteristica, o que aproxima o debate de
governanca de dados, pois o trago corporal passa a circular como informagdo operacionalizavel por
maquinas e por terceiros (Silva, 2023).

Ressalta-se, também, as definigdes adotadas pelo Brasil (2019). O Decreto 10.046/2019
diferencia dados biograficos — aqueles relativos a fatos da vida da pessoa, como nome civil ou social,
data de nascimento, filiagdo, naturalidade, nacionalidade, sexo, estado civil, grupo familiar, endereco
e vinculos empregaticios —, e dados biométricos, caracteristicas bioldgicas e comportamentais
mensuraveis, coletaveis para reconhecimento automatizado, como palma da mao, digitais, retina ou
iris, formato da face, voz e maneira de andar.

Segundo Violato et. al (2013), sistemas biométricos operam a partir dessas caracteristicas para
reconhecimento automatizado. Estes costumam empregar sensores para capturar a caracteristica,
produzir um modelo biométrico e armazend-lo em base de dados, o que viabiliza comparagdes futuras
para identificar ou verificar individuos em situagdes concretas. Sistemas de reconhecimento biométrico
tendem a incluir etapa de treinamento com amostras reais, em que a qualidade e a representatividade

da base de treinamento se associam ao desempenho do sistema na populacdo alvo.
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Essa area, recentemente, foi incrementada com a Inteligéncia Artificial, possibilitando, assim,
a extensdo e a eficiéncia desses sistemas. O reconhecimento facial, por exemplo, ¢ aplicacdo de
inteligéncia artificial que se utiliza de coleta biométrica baseada em tracos do rosto. Esse processo
ocorre por medicdo de pontos da face e por extragdo de um dado biométrico que viabiliza verificagao
e autenticacdo, com transformacdo dessas medidas em representagdo numérica € armazenamento
frequente para comparagdes futuras (Baccarin, 2023).

Como destaca Silva (2023), a captura costuma ocorrer por cameras digitais integradas a
software com algoritmos de inteligéncia artificial que analisam a imagem, medem caracteristicas e
produzem um modelo biométrico armazenado para retroalimentacdo do sistema, o que pode ocorrer
em tempo real e em escala ampliada conforme o arranjo técnico implantado.

Assim, em termos de resultado, ha descricio de que o reconhecimento facial opera por
semelhanga e por juizo de probabilidade, o que significa que a saida do sistema nao corresponde a
resposta certa, mas a correspondéncia mais provavel dentro do conjunto comparado, com ocorréncia
de falso negativo e falso positivo influenciados por fatores como fundo e iluminagao.

O uso de reconhecimento facial pode também se articular a praticas de perfilamento, com
criacdo de perfis digitais a partir de informagdes coletadas e com possibilidade de categorizagdao por
atributos, o que amplia a circulagdo do dado biométrico para além do ato inicial de autenticacdo

(Doneda, 2006 apud Silva, 2023).

2.1 PARAMETROS NORMATIVOS BRASILEIROS SOBRE O USO DE BIOMETRIA

No Brasil, dados biométricos integram a categoria de dados pessoais sensiveis, 0 que submete
seu tratamento a requisitos especificos e a hipdteses legais proprias (ANPD, 2025). A ANPD registra
que a LGPD nao definiu dados biométricos, e que parte da doutrina utiliza a descricdo do GDPR, na
qual dados biométricos resultam de tratamento técnico relativo a caracteristicas fisicas, fisioldgicas ou
comportamentais que permitem ou confirmam identificacdo unica.

O tratamento de dados biométricos, enquanto sensiveis, deve se apoiar nas hipoteses do art. 11
da LGPD, com previsdo de consentimento especifico e destacado, ou de bases sem consentimento
vinculadas a finalidades delimitadas, como obrigagdo legal, politicas publicas, estudos, exercicio de
direitos, protecdo da vida, tutela da saude e prevencao a fraude e seguranca do titular em processos de
identificacdo e autenticacdo em sistemas eletronicos (Baccarin, 2023).

No mesmo recorte, ha registro de que dados sensiveis nao podem ser tratados com base em
legitimo interesse ou protecao do crédito, o que restringe alternativas frequentemente utilizadas para
dados nao sensivesis.

Em aplicagdes privadas e publico delegadas, parte da literatura enfatiza a alinea “g” do art. 11,

que admite o tratamento para prevengdo a fraude e seguranca do titular em processos de identificacdao
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e autenticacdo de cadastro em sistemas eletronicos, com ressalva expressa quanto a prevaléncia de
direitos e liberdades fundamentais do titular e com exigéncias de informagao sobre finalidades e tempo
de armazenamento (Silva, 2023).

A operacionalizagdo dessas bases legais se articula aos principios da LGPD, com destaque para
finalidade, necessidade e transparéncia, inclusive na avaliagdo de alternativas menos intrusivas e na
documentacdo de processos de tratamento em sistemas biométricos (Baccarin, 2023). Ha também
referéncia a deveres de transparéncia e a vinculacdo do tratamento a finalidade informada ao titular,
com vedacdo de usos posteriores incompativeis, além da enunciagdo de direitos do titular como
confirmacdo de tratamento, acesso, correcdo e pedidos relacionados a anonimizacdo, bloqueio ou
elimina¢do conforme o caso (Brasil, 2018).

A LGPD prevé deveres de seguranca da informacdo ao longo do ciclo de tratamento, inclusive
apods o término, e admite a exigéncia de relatorio de impacto a protecdo de dados pessoais, inclusive
sensiveis, com descri¢do de dados coletados, metodologia e medidas de mitigacao de riscos. Esse ponto
aparece como parametro de governanca para operagdes que dependem de bases biométricas e de
sistemas automatizados de comparacdo, dado o potencial de impacto decorrente de erros e de usos
incompativeis com a finalidade declarada (ANPD, 2025).

No ambito da administracdo publica federal, o j4 mencionado Decreto 10.046/2019 estabelece
normas e diretrizes para compartilhamento de dados entre 6rgaos e entidades, institui o Cadastro Base
do Cidadao e define atributos biograficos e biométricos, com biometria entendida como caracteristicas
biologicas e comportamentais mensurdveis coletaveis para reconhecimento automatizado (Brasil,
2019). O decreto também delimita seu escopo ao indicar que suas regras ndo se aplicam ao
compartilhamento com o setor privado, o que mant¢ém a LGPD como eixo central para operagdes
empresariais e para cooperacoes especificas fora do arranjo.

No Cadastro Base do Cidadao, ha vedacao ao uso do cadastro ou de seu cruzamento com outras
bases para tratamentos destinados a mapear ou explorar comportamentos individuais ou coletivos sem
consentimento expresso, prévio e especifico, e sem transparéncia da motivacao e finalidade.

Além disso, a ANPD registra que, além das previsdes dos arts. 5 e 11 da LGPD, pode enderegar
biometria por documentos orientativos e por regulamentacao, com diretrizes sobre conceitos, contextos
legitimos, hipoteses legais, observancia de principios € medidas de protecdo adotadas por agentes de
tratamento (ANPD, 2025). Ainda, mesmo quando o tratamento ocorre sob excecdes legais associadas
a seguranga publica, defesa nacional ou persecugdo penal, principios e direitos de protecdo de dados

devem ser observados.
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2.2 OS PROEMINENTES USOS DE DADOS E SISTEMAS BIOMETRICOS NO BRASIL

A biometria, no contexto das tecnologias da informagao, tem como objetivos a identificacdo e
o mapeamento de individuos, com justificacdo em seguranga no acesso a bens e servigos € em
seguranca publica interna e de fronteiras, em articulagdo com expansdo de bases e usos no setor publico
e no setor privado (Corréa e Loureiro, 2023).

No Brasil, por exemplo, ha registro institucional de ampliagdo do tratamento de dados
biométricos. Esse conjunto de usos, se relaciona a infraestruturas estatais de identificacdo e verificacao
biométrica (ANPD, 2025), principalmente nas areas de seguranca publica e na persecu¢ao penal.

Veja-se que a constituicdo de bancos biométricos por 6rgdos publicos decorre de exigéncias
normativas associadas a expedicdo de documento de identidade, passaporte, acesso a plataformas de
servicos publicos e emissdo ou renovagdo do titulo de eleitor, situacdes em que a identificagdo do
solicitante inclui a coleta de dados biométricos. Esses dados, em especial impressdes digitais,
permanecem armazenados apds a entrega do servico, com possibilidade de verificagdo posterior
conforme o contexto de coleta, o que caracteriza a formagdo de bancos biométricos civis no setor
publico (Lima et al., 2022).

Assim, ¢ de se mencionar, por exemplo, a celebragao de acordos de cooperagdo para permitir
0 acesso, por 6rgaos de policia judicidria, a bancos biométricos civis como padrdo para processos de
identificagdo criminal, em cendrio no qual se aponta a inexisténcia de legislacdo especifica sobre
produgdo de prova pericial com base em padrdes biométricos de origem civil (Lima et al., 2022)

Nessa infraestrutura, o Automated Fingerprint Identification System, conhecido como AFIS,
utiliza impressoes digitais para identificar individuos e busca impedir duplicagdes de identificacdo ou
multiplas identificagdes atribuidas a uma mesma pessoa. O Manual de Identificagdo de Vitimas de
Desastres da Policia Federal, inclusive, recomenda o uso do sistema e indica, como medida inicial para
obtencdo de dados ante mortem, a insercdo de fichas decadactilares para confrontos automatizados
com material papiloscopico questionado (Policia Federal, 2011 apud Souza et al., 2023).

Também se observa a adog¢dao de sistemas multimodais, como o Automated Biometric
Identification System, conhecido como ABIS, que admite reconhecimento facial, impressoes palmares
e impressdes digitais, com apresentacdo de classificagdo por score como medida do nivel de
coincidéncia entre amostra e padroes armazenados (Souza et al., 2023). A Secretaria de Defesa Social
de Pernambuco adquiriu o sistema em 2019, e a alimentagdo do banco de dados tem sido feita por
novas emissoes de carteiras de identidade e pela digitalizacdo gradual de prontuarios fisicos (BGSDS,
2019 apud Souza et al., 2023).

Mais recentemente, o Programa Smart Sampa, iniciativa sob responsabilidade da Secretaria
Municipal de Seguranga Urbana de Sdo Paulo, tem a previsdo de instalagdo de 20 mil cameras na

cidade, orientada por critérios territoriais associados a indices de criminalidade, e com emprego de
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algoritmos que geram alertas para intrusdo, vandalismo e furtos, além de identificacdo de placas de
veiculos furtados ou roubados e reconhecimento facial voltado a localizagdo de pessoas desaparecidas
e foragidos da justica (Prefeitura de Sao Paulo, 2025).

No relatorio institucional de transparéncia do programa, o reconhecimento facial aparece
associado a identifica¢do de procurados e foragidos da Justica e a localizagdo de pessoas desaparecidas,
com indicacao de que o programa nao estrutura banco de dados proprio e nao armazena dados pessoais,
exceto imagens vinculadas a um identificador referente a procurado, foragido ou desaparecido, e com
descri¢do de que o acesso a informagdes constantes no BNMP ocorre quando hé compatibilidade facial
superior a 90 por cento.

No setor privado, a biometria aparece principalmente como técnica de autenticagdo e
identificacdo em atividades cotidianas, com deslocamento parcial de métodos tradicionais como senhas
e cartdes para credenciais baseadas em caracteristicas biologicas do titular (Canuto, 2022). Esse
movimento também se associa a logica de seguranga no acesso a bens e servigos no mercado e a difusdo
de tecnologias de identificagdo biométrica em conexdo com tecnologias da informacdo (Correa e
Loureiro, 2023).

Segundo Canuto (2022), os dados biométricos utilizados por empresas podem derivar de
modalidades diversas, como assinatura, impressoes digitais e face, além de iris, retina, voz, geometria
da mao e outras técnicas, o que amplia o debate para além do reconhecimento facial. Em termos de
aplicacdes, ha men¢ao a cendrios como controle de acesso logico e fisico e detec¢do de fraudes, com
emprego de caracteristicas como face, impressao digital e voz, entre outras.

No setor privado, a centralidade de bases de dados biométricos também intensifica discussoes
sobre seguranca e legalidade do uso, pois o comprometimento desses dados se associa a
irrevogabilidade de caracteristicas do titular, o que diferencia o cenario de incidentes envolvendo
senhas e justifica a adocdo de técnicas especificas de protecdo, como biometria cancelavel e

criptografia.

2.3 CONTROVERSIAS E RISCOS ASSOCIADOS A UTILIZACAO DA BIOMETRIA

Nao h4 unanimidade quanto ao interesse publico na utilizacdo desses sistemas, tanto na esfera
publica quanto privada. Por exemplo, a Campanha Tire Meu Rosto da Sua Mira mobiliza sociedade
civil no Brasil para pressionar por banimento total do reconhecimento facial digital na seguranga
publica, com atuacao por meio de didlogo direto com forgas de seguranca e parlamentares, divulgacao
de cartas abertas e acdes de educacdo publica sobre danos associados ao reconhecimento facial, com
mengao ao risco de perpetuagao de racismo (EPIC, 2024).

Da mesma forma, ha registro de movimentos de organizagdes civis que demandam

regulamentacdo do reconhecimento facial e, em alguns casos, defendem banimento parcial ou
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completo, com indicacdo de apoio de entidades como LAPIN, Artigo 19, Data Privacy Brasil,
InternetLab e Idec a campanha Tire Meu Rosto da Sua Mira (Baccarin, 2023).

Na fundamentag@o publica dessas iniciativas, sdo apresentados exemplos associados a falsos
alertas e a abordagens derivadas de sistemas de reconhecimento facial, com alegacdo de incidéncia
seletiva sobre pessoas negras. Entre os casos citados, consta episddio de abril de 2025 no qual um
idoso de 80 anos foi confundido com pessoa procurada pela Justica e permaneceu detido por 10 horas
apos alerta atribuido a cdmeras do Smart Sampa em uma unidade bésica de satide, além dos relatos de
uma mulher em Sergipe confundida duas vezes em 2024 e¢ de uma servidora publica abordada e
conduzida a delegacia no Rio de Janeiro em razdo de erro do sistema (Coalizdo Direitos na Rede,
2025).

Paralelamente, o recente caso envolvendo a Havan S.A., rede varejista, ilustra os riscos
associados. Em 2024, a empresa passou a publicar, em redes sociais, videos sob a denominagdo
“amostradinhos do més”, com exposi¢ao de imagens de pessoas apontadas como autoras de furtos nas
lojas, acompanhada de justificativa empresarial de inibi¢do da pratica por meio da exposi¢ao publica
(Gercina, 2024).

O sistema de monitoramento utilizava inteligéncia artificial que, segundo declaragdo publica
atribuida a dire¢do da empresa, permite identificar pessoas ao entrar ou sair da loja e relacionar o
registro facial ao momento do furto, o que indica uso de técnicas automatizadas de identificagdo a
partir de imagens capturadas no estabelecimento.

Em maio de 2025, a ANPD recebeu notificagdo do Ministério Publico do Estado de Santa
Catarina com solicitacdo de analise de compatibilidade da pratica com a LGPD, fato que inseriu a
conduta em procedimento de fiscalizagdo da autoridade. Apds anélise preliminar, a Coordenagao-Geral
de Fiscalizagdo determinou, no final de junho de 2025, medida preventiva para suspender
temporariamente a divulgagdo dos videos nas redes sociais durante a apurag@o, com indicacdo expressa
de fundamentos na LGPD, em especial os artigos 6°, 7°, 11, 14 e 55-J, e com identificagdo de risco
associado a eventual exposicdo de imagens de criancas e adolescentes sem cautelas exigidas pela
legislacdo (ANPD, 2025).

Diante desse cenario, que certamente se repete com suas proprias particularidades em outros
paises, € necessario que se construa um arcabouco normativo especifico para tratar sobre o

processamento de dados biométricos por Inteligéncia Artificial.

3ATACTE O USO DE BIOMETRIA
O Regulamento (UE) 2024/1689 surge em contexto no qual sistemas de IA circulam entre

Estados Membros e podem ser implantados em setores variados, com risco de fragmentacdo regulatoria
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quando normas nacionais divergem e reduzem a seguranca juridica de agentes econdmicos que
desenvolvem, importam ou utilizam esses sistemas (Parlamento Europeu e Conselho, 2024).

Nesse enquadramento, o regulamento vincula sua justificativa a melhoria do funcionamento do
mercado interno, por meio de um quadro juridico uniforme para desenvolvimento, colocagdo no
mercado, entrada em servigo e uso de sistemas de IA na Unido, com preservacdo da livre circulagdo
de bens e servigos baseados em IA e prevengao de restricdes nacionais nao previstas no proprio ato.

Quanto a sua finalidade, o texto preambular explicita a promogao de uma adogao de IA centrada
no ser humano e compativel com valores da Unido, ao mesmo tempo em que prevé protecao de saude,
segurancga e direitos fundamentais previstos na Carta, incluindo democracia, Estado de Direito e
protecdo ambiental, além de medidas de apoio a inovagao.

O Artigo 1 estabelece um conjunto de eixos normativos que inclui regras harmonizadas para
colocagcdo no mercado, entrada em servico e uso de sistemas de IA, proibigdes de determinadas
praticas, requisitos especificos e obrigagdes para sistemas de alto risco e seus operadores, regras de
transparéncia para certos sistemas, disciplina para modelos de IA de finalidade geral, além de regras
de monitoramento, fiscalizacdo, governanca e medidas de apoio a inovagdo com foco em pequenas e
médias empresas e startups.

O regulamento se destina a uma cadeia de agentes. O Artigo 2 inclui provedores® que colocam
no mercado ou colocam em servico sistemas de IA e provedores de modelos de IA de finalidade geral,
mesmo quando estabelecidos fora da Unido, além de implantadores estabelecidos na Unido,
importadores e distribuidores, fabricantes que colocam um sistema de IA no mercado sob seu nome ou
marca, representantes autorizados de provedores nao estabelecidos na Unido, e pessoas afetadas
localizadas na Unido, quando a saida do sistema ¢ utilizada no territorio europeu. O texto exclui do seu
ambito areas fora do alcance do direito da Unido e declara que ndo afeta competéncias dos Estados
Membros em matéria de seguranca nacional, além de afastar sua aplicacdo a sistemas de IA usados
exclusivamente para fins militares, de defesa ou de seguranca nacional.

A arquitetura regulatoria opera por classificagdo de risco e por obrigagdes proporcionais, com
referéncia na literatura a quatro categorias, proibido, alto risco, risco limitado e risco minimo, o que
organiza a incidéncia de proibi¢des, requisitos e deveres ao longo do ciclo de vida de sistemas e
modelos (Arantes Junior, 2025). Essa estrutura convive com a regra de que o regulamento atua de
forma complementar a outros ramos do direito da Unido, inclusive protecdo de dados, defesa do
consumidor, direitos fundamentais, emprego e seguranca de produtos, sem afastar direitos € meios de

tutela previstos nesses regimes.

1 No Regulamento (UE) 2024/1689, provedor € a pessoa natural ou juridica, autoridade publica, agéncia ou outro organismo
que desenvolve um sistema de IA ou um modelo de IA de finalidade geral, ou que manda desenvolver esse sistema ou
modelo e o colocano mercado ou o colocaemservigo sob seu proprio nome ou marca, com ou sem pagamento (Parlamento
Europeu e Conselho, 2024).
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O Regulamento (UE) 2024/1689 adota defini¢des de biometria alinhadas ao vocabulario do
Regulamento (UE) 2016/679, ao tratar dado biométrico como dado pessoal resultante de tratamento
técnico especifico relativo a caracteristicas fisicas, fisiolégicas ou comportamentais da pessoa natural,
com exemplo de imagens faciais e dados datiloscopicos (Parlamento Europeu e Conselho, 2024). No
General Protection Data Regulation (GPDR), essa nocdo inclui o requisito de permitir ou confirmar a
identificacdo unica da pessoa, também com menc¢do a imagens faciais e dados datiloscopicos
(Parlamento Europeu e Conselho, 2016).

Essa coordenagdo conceitual importa porque o GDPR enquadra como categoria especial o
tratamento de dados biométricos para fins de identificacdo Unica e estabelece, como regra, a proibi¢do
desse tratamento, ressalvadas hipdteses previstas no proprio Artigo 9. O Al Act incorpora essa logica
ao estabelecer que, fora do recorte especifico de uso para fins de repressdo penal em espagos
publicamente acessiveis, o tratamento biométrico continua sujeito as exigéncias do GDPR e, para fins
ndo relacionados a seguranga publica, o Artigo 9 do GDPR opera como norma de proibicdo com
excecoes limitadas.

O AI Act opera por uma dindmica regulatoria baseada em risco, com diferenciacdo de
obrigacdes conforme a categoria do sistema, logica também descrita na literatura como estrutura que
segmenta sistemas proibidos, de alto risco e de risco minimo ou baixo (Monteiro, 2026).

Assim, quando se fala em biometria, o regulamento define categorias operacionais para
delimitar obrigacdes e vedagdes. Identificacdo biométrica (Biometric identification) refere-se ao
reconhecimento automatizado para estabelecer identidade por comparacdo com base de referéncia,
enquanto verificagdo biométrica (biometric verification) designa verificagdo um para um, inclusive
autenticacgao.

O texto também diferencia remote biometric identification, que identifica pessoas sem
participacdo ativa, tipicamente a distdncia, por compara¢do com base de referéncia, e explicita a
modalidade real-time quando captura, comparagdo e identificacdo ocorrem instantaneamente, ou
quase.

Sistema de reconhecimento de emocgdes (Emotion recognition system) € definido como sistema
que infere emogdes ou intengdes a partir de dados biométricos, € biometric categorisation system como
sistema que atribui categorias com base em biometria, ressalvada a hipotese de fungdo acessoria e
necessaria por razdes técnicas objetivas.

O Artigo 5 do Al Act lista praticas proibidas, com incidéncia direta sobre biometria. Entre elas,
inclui-se a criagdo ou expansao de bases de reconhecimento facial por raspagem ndo direcionada de

imagens faciais na internet ou em CCTV?2.

2 CCTV ¢ asiglade closed circuit television, em portugués “circuito fechado de televisdo”. Refere-se a sistemas de cAmeras
que capturam e transmitem imagens para um conjunto restrito de monitores, gravadores ou centrais de monitoramento, em
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O regulamento também veda sistemas de categorizagdo que, com base em dados biométricos,
deduzem ou inferem raga, opinides politicas, filiagdo sindical, crengas religiosas ou filosoficas, vida
sexual ou orientagdo sexual, com ressalvas delimitadas para rotulagem ou filtragem de conjuntos de
dados biométricos adquiridos licitamente e para categorizagdes no contexto de seguranca publica.

Quanto ao uso de identificacdo biométrica remota em tempo real em espagos publicamente
acessiveis para fins de segurancga publica, o Al Act estabelece proibicdo com excegdes tipificadas e
condicionadas. E dizer, o texto admite o uso apenas quando estritamente necessirio para busca
direcionada de vitimas especificas e pessoas desaparecidas, prevencao de ameaga substancial e
iminente a vida ou seguranca fisica ou ameaca terrorista, ou localiza¢do e identificagdo de suspeito por
delitos graves definidos por referéncia a anexo e limiar de pena maxima.

Para a implementagcdo dessas excegdes, o regulamento héd a previsdo de salvaguardas, com
exigéncia de avaliagao de impacto sobre direitos fundamentais e registro do sistema, admitida excecao
por urgéncia para o registro, sem afastar sua posterior conclusao.

O ATl Actassocia biometria a casos de alto risco, com justificativa normativa vinculada a efeitos
discriminatorios e vieses, especialmente em identificagdo biométrica remota, razao pela qual deve ser
tratada de acordo com essa particularidade. Para sistemas de alto risco, o regulamento impde um
sistema de gerenciamento de risco ao longo do ciclo de vida, definido como processo continuo e
iterativo com identificagdo de riscos conhecidos e previsiveis, avaliagdo de riscos sob uso normal e
mau uso previsivel, e adogao de medidas direcionadas de mitigagao.

O texto estabelece ainda dever de testes para identificar medidas de gestdo de riscos, com
execucao antes da colocacdo no mercado ou entrada em servico, com métricas ¢ limiares
probabilisticos compativeis com a finalidade pretendida.

Na dimensdao de dados, exige-se que conjuntos de treinamento, validagdo e teste sejam
submetidos a praticas de governanca e gestdo adequadas ao propoésito, abrangendo origem dos dados
e finalidade original, operagdes de preparacao como rotulagem e limpeza, formulacao de pressupostos,
e exame de vieses com potencial de afetar direitos fundamentais ou conduzir a discriminag¢@o proibida
no direito da Unido, com medidas para detectar, prevenir e mitigar.

Da mesma forma, no plano organizacional, o regulamento estabelece que provedores de
sistemas de alto risco mantenham sistema de gestdo da qualidade com politicas e procedimentos
documentados, incluindo estratégias de conformidade, procedimentos de teste e validagdo e sistemas
de gestdo de dados.

Essas exigéncias estdo diretamente relacionadas ao impacto sobre direitos fundamentais. Por

essa razdo, prevé também a avaliagdo desses impactos anteriormente a utilizacdo do sistema

vez de transmitir publicamente. Em contextosurbanose privados, CCTV costuma designar redes de videomonitoramento
usadas para segurancga, controle de acesso e registro de ocorréncias.
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biométrico, devendo conter descricdo do processo em que o sistema serd usado, periodo e frequéncia
de uso, categorias potencialmente afetadas, riscos de danos e medidas de supervisdo humana, entre
outros elementos. Essa obriga¢do ¢ requisito ex ante para sistemas de risco elevado na Unido Europeia,

com possibilidade de atualizacdo quando informagdes se tornarem obsoletas (Monteiro, 2026).

4 ANALISE DO PL 2338/2023 SOB A PERSPECTIVA DA UTILIZACAO DE BIOMETRIA

A atual discussdo normativa sobre inteligéncia artificial no Brasil ocorre em cendrio no qual ja
existem normas que tangenciam sistemas automatizados, como a Lei Geral de Protecdo de Dados e a
Lei do Governo Digital, sem que haja, at¢ 0 momento, um marco normativo especifico e abrangente
voltado exclusivamente aregulagdo de IA. Nesse quadro, o tema passou a integrar a agenda legislativa
sob argumento de necessidade de acompanhar avangos tecnologicos e de enfrentar riscos relacionados
a privacidade, a seguranga, a transparéncia e a prote¢do de direitos fundamentais, com convergéncia
do debate no PL 2.338/2023 (Arantes Janior, 2025).

O projeto se apresenta como proposta de marco legal para regular uso, implementacdo e
desenvolvimento de sistemas de IA no pais, com previsdo de mecanismos associados a avaliagdes de
impacto e a estruturas de governanca articuladas a protecdo de dados pessoais (Monteiro, 2026).

No mesmo sentido, o projeto adota logica de regulagdo por risco, com defini¢do de categorias
e com imposi¢cdo de obrigacdes mais densas para sistemas classificados como de alto risco, incluindo
previsdes de avaliagdo de impacto, mecanismos de transparéncia e possibilidade de auditoria e
supervisdo por autoridades competentes (Arantes Junior, 2025).

A tramitagdo do PL 2.338/2023 se conecta a iniciativas anteriores que buscaram disciplinar o
uso de sistemas de IA no Brasil, com destaque para o PL 21/2020, que propds principios, direitos e
deveres, e que foi declarado prejudicado em dezembro de 2024 em razdo da tramitagdo posterior de
propostas mais abrangentes no Senado. Além disso, outros projetos correlatos foram apensados ou
considerados prejudicados, sob justificativa de evitar sobreposi¢do normativa e concentrar o debate
em torno de um marco regulatdrio Unico.

Nesse contexto, o PL 2.338/2023, de autoria do Senador Rodrigo Pacheco, foi aprovado pelo
Senado Federal e remetido a Camara dos Deputados em margo de 2025. O PL 2.338/2023 organiza
obrigagoes a partir de um modelo de classificagdo de risco e prevé que sistemas reputados como de
alto risco, ap6s avaliacdo preliminar, se submetem a avaliagdo de impacto algoritmico, definida como
processo iterativo continuo ao longo do ciclo de vida, com atualizagdes periddicas cuja periodicidade
depende de regulamentagdo da autoridade competente, além de previsao de realizacdo por profissionais

com independéncia funcional e conhecimentos técnicos, cientificos e juridicos.
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Na caracterizacdo doutrinaria, essa engenharia busca antecipar potenciais danos associados ao
funcionamento dos sistemas, com registro de riscos conhecidos e previsiveis e de consequéncias

adversas, em paralelo a mecanismos voltados a transparéncia e a responsabilizacdo (Monteiro, 2026).

4.1 ORGANIZACAO DO PROJETO DE LEI E DISPOSICOES SOBRE BIOMETRIA

O texto aprovado na Camara introduz definicdes operacionais para diferenciar identificagdao
biométrica e autenticacdo biométrica. A identificagdo biométrica aparece como método que envolve o
reconhecimento de caracteristicas fisicas, fisiologicas e comportamentais humanas com o proposito de
identificar um individuo, enquanto a autenticagdo biométrica se associa ao processo de verificagdo ou
confirmacao de identidade por meio de comparagdo das caracteristicas biométricas com um modelo
previamente armazenado (Brasil, 2023). Assim, cria uma base conceitual para separar usos voltados a
atribuicdo de identidade em um conjunto aberto de pessoas, no caso da identificacao, de usos voltados
a confirma¢do de uma identidade previamente declarada, no caso da autenticagdo.

No regime de classificagdo de risco, o PL prevé vedacdes especificas relacionadas a biometria
em espagos acessiveis ao publico. O art. 13, inciso IV, veda o desenvolvimento, a implementacdo e o
uso de sistemas de identificagdo biométrica a distdncia em tempo real em espacos acessiveis ao
publico, admitindo exce¢des vinculadas a hipoteses delimitadas, como instru¢do de inquérito ou
processo criminal mediante autorizag¢do judicial prévia e motivada e outros contextos enumerados no
dispositivo (Brasil, 2023).

Além das vedagdes, o PL enquadra determinados usos biométricos como de alto risco. Entre as
hipoteses listadas, consta o emprego de sistemas de identificacdo e autenticacdo biométrica para
reconhecimento de emogdes, com ressalva para sistemas de autenticacdo biométrica cujo Unico
objetivo seja a confirmacdo de uma pessoa singular especifica. Essa op¢ao normativa delimita um
recorte no qual o risco ndo decorre apenas do emprego de biometria, mas do objetivo inferencial
associado ao sistema, no caso, inferéncias sobre estados afetivos (Brasil, 2023).

No ambito de governanca e obrigacdes procedimentais, o PL trata diretamente de sistemas
biométricos para fins de identificacdo no setor publico. O art. 23, § 1°, estabelece que a utilizacdo de
sistemas biométricos para fins de identificacdo deve observar os principios e medidas de governanca
da lei e deve ser precedida de avaliagdo de impacto algoritmico, com observancia de garantias para o
exercicio de direitos de pessoas ou grupos afetados e prote¢do contra discriminagdo direta, indireta,
ilegal ou abusiva.

Assim, o §2° prevé que, se ndo houver eliminacdo ou mitigagdo substantiva dos riscos
identificados, a utilizacdo sera descontinuada

Na tramitagdo na Camara, uma controvérsia aparece em torno de tecnologias de

reconhecimento facial em espagos publicos, em especial quando associadas a seguranca publica e a
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persecucdo penal. Documento de organizagdes da sociedade civil registra oposigao a proposta atribuida
ao relator Aguinaldo Ribeiro de afrouxar regras de uso de reconhecimento facial em espagos publicos
e menciona declaragdo na qual o texto aprovado pelos senadores foi descrito como restritivo demais
(Coalizao Direitos na Rede, 2025).

No mesmo documento, aponta-se que a redacdo do PL classifica tecnologias de reconhecimento
facial como derisco excessivo, mas com rol amplo de excecdes que abarca usos correntes no contexto
de seguranca publica e persecucdo penal, com referéncia ao art. 13, inciso VII, e com critica a um

cenario no qual excegoes ficariam fora da estrutura de governanga proposta

4.2 CONVERGENCIAS E NOVAS PERSPECTIVAS ENTRE O PL 2338/2023 E O AI ACT DA
UNIAO EUROPEIA

Ambos os textos normativos adotam logica de escalonamento por risco, com um conjunto de
vedagdes para usos considerados incompativeis com direitos e liberdades e um regime de obrigagdes
refor¢adas para usos classificados como de alto risco. No Al Act, o art. 5 reline praticas proibidas,
inclusive por razdes associadas a vigilancia e a impactos sobre direitos fundamentais, e estabelece
excecoes delimitadas para identificacdo biométrica remota em tempo real em espacos publicamente
acessiveis para fins de aplicacdo da lei, vinculadas a objetivos especificos € a um recorte de crimes
referidos em anexo (Unido Europeia, 2024).

Jano PL 2338/2023, o art. 13 veda, como regra, o uso de sistemas de identificagdo biométrica
a distdncia em tempo real em espagos acessiveis ao publico, com hipoteses de excecdo associadas a
investigacao e persecu¢do penal, busca de vitimas e desaparecidos, ameaga grave e iminente, flagrante
e cumprimento de mandados, sob requisitos como autorizacdo judicial prévia e controle judicial
quando cabivel (Brasil, 2023).

Também ha convergéncia na previsdo de medidas de governanca e documentagdo para usos de
alto risco. O PL exige, no setor publico, protocolos de acesso e uso com registro de quem utilizou o
sistema, direito a explicacdo e revisdo humanas e publicizagdo de avaliagdes preliminares, além de
impor avaliagdo de impacto algoritmico para uso de biometria com finalidade de identificacdo e
descontinuidade do uso quando ndo houver eliminacdo ou mitigagdo substantiva de riscos.

No Al Act, a disciplina de alto risco se conecta a mecanismos de avaliacdo, registro e
supervisdo, inclusive com exigéncias que relacionam registro em base europeia e sintese de avaliacao
de impacto em direitos fundamentais em certos contextos de registro e reporte.

Por fim, nesse quadro, a principal implicacdo comparativa para o Brasil, com foco exclusivo
em biometria, reside menos na reafirmagdo do nucleo ja previsto no art. 13, inciso IV, e mais na
possibilidade de ampliar a disciplina para outros usos biométricos com potencial de identificacdo e de

vigilancia.
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5 CONSIDERACOES FINAIS

Como visto, Projeto de Lei n® 2338/2023 ja incorpora disciplina direta para a identificacdo
biométrica a distdncia em tempo real em espagos acessiveis ao publico, ao vedar o desenvolvimento,
a implementacdo e o uso dessa pratica, com excecdes delimitadas, como instru¢do de inquérito ou
processo criminal mediante autorizagcdo judicial prévia e motivada, busca de vitimas e pessoas
desaparecidas, ameaga grave e iminente, flagrante delito e recaptura e cumprimento de mandados,
além de exigir proporcionalidade e estrita necessidade, controle judicial e revisdo da inferéncia
algoritmica por agente publico, com remissao aos principios e direitos da propria lei e, no que couber,
da LGPD (Brasil, 2023).

O AI Act estrutura solugdo semelhante ao tratar a identificacdo biométrica remota em tempo
real em espagos publicamente acessiveis para finalidades de atividades de autoridades de aplicagdo da
lei, com um regime que parte de proibicdo e admite uso apenas quando estritamente necessario para
objetivos taxativos, como busca direcionada por vitimas especificas e pessoas desaparecidas,
prevencao de ameaca especifica, substancial e iminente a vida ou a seguranga fisica ou ameaga
terrorista, e localizacdo ou identificagdo de suspeito para investigacdo, persecucio ou execugdo penal
em delitos referidos em anexo e puniveis com pena maxima de a0 menos quatro anos, com exigéncia
de que o uso confirme a identidade do individuo especificamente visado (Unido Europeia, 2024)

Assim, a partir dessas perspectivas, entende-se que ¢ possivel uma evolucao conceitual ao
incorporar definigdes operacionais que o Al Act apresenta para dados biométricos, identificagdo
biométrica, verificacdo biométrica, sistema de identificacio biométrica remota, identificacdo
biométrica remota em tempo real e identificagdo biométrica remota posterior, inclusive o elemento de
auséncia de envolvimento ativo do titular e o critério de atraso significativo na distingdo entre tempo
real e posterior.

Ainda na identificacdo biométrica remota, o Al Act explicita salvaguardas institucionais que
podem orientar o desenho brasileiro para usos admitidos em excegao, como exigéncia de avaliagdo de
impacto em direitos fundamentais, registro do sistema em base propria, autorizagdo prévia por
autoridade judicial ou administrativa independente com decisao vinculante, possibilidade de inicio sem
autorizacdo apenas em urgéncia com pedido em até 24 horas e dever de interromper o uso e descartar
e eliminar dados e resultados quando a autorizagdo for negada, além de vedar decisdes com efeito
juridico adverso baseadas exclusivamente na saida do sistema.

O PL, por sua vez, prevé que a utilizagdo de sistemas biométricos para fins de identificagdao
observe principios e medidas de governanca e seja precedida de avaliacdo de impacto algoritmico, com
garantias para exercicio de direitos e protecdo contra discriminacdo, e determina descontinuidade do

uso quando nao houver eliminacdo ou mitigagdo substantiva dos riscos, além de estabelecer no setor
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publico protocolos de acesso e registro de uso, direito a explicacdo e revisdo humanas e publicizagdo
de avaliagdes preliminares.

Nessa comparagdo, uma possibilidade de aprimoramento orientada pelo Al Act consiste em
detalhar, para usos biométricos remotos em excec¢do, obrigagdes procedimentais e de supervisdo
externas ao ente usudrio, com registro sistemdtico e trilha de auditoria, critérios de autorizagdo e
deveres de descarte e eliminagdo associados a negativa ou encerramento da medida.

O AI Act também traz uma vedacdo que ndo aparece de modo equivalente no PL ao proibir
sistemas que criem ou ampliem bases de reconhecimento facial por coleta ndo direcionada de imagens
faciais na internet ou em imagens de CCTV, o que fecha a porta para a formacao de bancos biométricos
a partir de extragdo massiva sem alvo definido. A partir desse parametro, o PL pode incorporar uma
clausula especifica para impedir a criagdo e expansdo de bases biométricas faciais por raspagem nao
direcionada, com redagdo que cubra tanto fontes abertas quanto imagens de videomonitoramento, de
modo compativel com a LGPD e com o regime de protecao de dados sensiveis.

Outra diferenca se concentra em sistemas de reconhecimento de emocgoes. O PL classifica como
de alto risco os sistemas de identificagdo e autenticagdo biométrica destinados ao reconhecimento de
emocdes, ressalvando a autenticagdo cujo Unico objetivo seja a confirmagdo de pessoa singular
especifica, o que aciona obrigagdes gerais do regime de alto risco e de governanga. Ja o Al Act veda
sistemas destinados a inferir emog¢des na area do trabalho e em instituigdes de educagao, exceto quando
o uso se destina a razdes médicas ou de seguranga, ¢ ainda define sistema de reconhecimento de
emocdes como aquele que identifica ou infere emogdes ou intengdes com base em dados biométricos.

A partir disso, a elaboragdo do PL pode considerar uma vedacdo contextual para
reconhecimento de emog¢des em trabalho e educacdo, ou, se mantiver a opgdo por alto risco, pode
delimitar hipoteses estritas e finalidades especificas, com exigéncias adicionais de justificativa,
supervisao humana e transparéncia ao afetado em razao da assimetria nesses ambientes.

Ha também um vetor biométrico que o Al Act trata de forma expressa e que o PL ainda nao
descreve com igual densidade, a categorizagao biométrica. O Al Act proibe sistemas de categorizagdo
biométrica que, com base em dados biométricos, deduzam ou infiram raga, opinides politicas, filiacao
sindical, crencas religiosas ou filosoficas, vida sexual ou orientacdo sexual, a0 mesmo tempo em que
define sistema de categorizagdo biométrica como aquele que atribui pessoas naturais a categorias
especificas com base em seus dados biométricos, com ressalva de casos ancilares e tecnicamente
necessarios.

Esse parametro oferece ao Brasil uma via adicional, com norma de proibicdo dirigida a
inferéncias sensiveis a partir de biometria, o que servira para reduzir ambiguidades quando sistemas
biométricos ndo pretendem identificar nominalmente, mas operam por classificagdo e inferéncia,

inclusive em ambientes privados e de servigos.

l,-*"f. REVISTA REGEO, Sao José dos Pinhais, v.17, n.1, p.1-20,2026



ReGeo ISSN: 2177-3246

A distingdo entre identificacdo biométrica remota em tempo real e posterior também produz
implicacdes comparativas. A literatura que examina a proposta europeia apontou questionamentos
sobre a separagdo entre tempo real e posterior e sobre a linha entre categorizagdo biométrica e
identificagdo biométrica, com indicagdo de que a distingdo pode gerar arbitrariedade classificatoria
(Madiega; Mildebrath, 2021 apud Baccarin, 2023).

O Al Act, além de definir o sistema posterior como o remoto que ndo ¢ em tempo real, registra
a necessidade de salvaguardas para usos posteriores e afasta a possibilidade de vigilancia
indiscriminada e de contornar as condi¢des estritas do tempo real, ao exigir uso direcionado em termos
de individuos, local e recorte temporal, com base em conjunto fechado de imagens legalmente obtidas.

Nessa linha, o PL pode explicitar como trata a identificagdo biométrica remota posterior, seja
por extensdo da disciplina do artigo 13 para além do tempo real, seja por um capitulo proprio de
salvaguardas que cubra usos ex post em videomonitoramento e outras bases, com foco na prevengao
de varreduras generalizadas e na delimitacdo de escopo e base de referéncia.

Por fim, o Al Act oferece uma perspectiva biométrica de arranjo institucional de transparéncia
e prestagdo de contas que pode ser adaptada ao Brasil. No uso de identificacdo biométrica remota em
tempo real para finalidades de autoridades de aplicagdo da lei, o regulamento prevé notificacdo a
autoridades de supervisdo e relatorios anuais agregados, com publicagdo pela Comissdo de relatorios
anuais sobre o uso, sem dados operacionais sensiveis.

No PL, ha previsdo de publicizacdo de avaliacdes preliminares de sistemas de alto risco no
setor publico e de fixacdo de padrdes minimos de transparéncia no ambito federal, além de protocolos
de acesso e de registro de uso e direito a explicagdo e revisao humanas.

A partir desse contraste, ¢ possivel combinar o modelo brasileiro de avaliacdo e transparéncia
administrativa com um cadastro nacional de usos biométricos remotos e com obrigagdes periodicas de
reporte agregado, o que amplia rastreabilidade publica sem expor informagdo operacional sensivel,

sobretudo em contextos de seguranga e controle de fronteiras.
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